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KEY FIGURES

Key figures 2020 2021 v 2022

COMPANY PROFILE

Revenue (in €m) 5,367.2 5,646.2 5,915.1

Length of fiber-optic network (in km) 50,904 52,574 55,459

CORPORATE RESPONSIBILITY

Incidents or indications of possible cases of corruption 0 0 0

Reports of possible violations with potentially adverse

human rights impacts 0 0 2

Violations with potentially adverse human rights impacts 0 0 0

" [ K

zirtc::’éafge Ooffcp::dpl:itpiir;mpatlng in e-learning course n/a 83.5 84.7

DIGITAL RESPONSIBILITY

g;r;:;r of reports of data privacy violations under the 39 78 36

SOCIAL RESPONSIBILITY

Number of employees 9,638 9,975 10,474

Number of core employees 9,063 9,388 9,892
thereof women 2,880 3,033 3,176
thereof men 6,183 6,355 6,716
thereof nonbinary'® n/a n/a n/a

Staff turnover rate (in %) 6.7 11.2 9.8

Management positions filled internally (in %) 73.7 65.7 66.2

Women in management positions (in %) n/a n/a 21.5

Hours training and education per employee® 9.5 12.5 9.8

Absence due to illness (in %) 4.4 4.3 5.0

Donations collected by United Internet for UNICEF (in €m) 4.9 6.4 5.4

ECOLOGICAL RESPONSIBILITY®

Energy consumption (in MWh) 209,628 214,099 258,499
thereof electricity consumption 195,664 202,003 223,822
thereof heating consumption 3,131 3,426 22,551
thereof gasoline consumption 10,833 8,669 12,126

CO; equivalents in tonnes 31,050 23,902 29,439
thereof direct carbon emissions (Scope 1) 4,757 3,734 5,076
thereof indirect carbon emissions (Scope 2) 26,293 20,168 24,363

(1) The participation rate was recalculated for 2021 and 2022. It comprises new hires and staff returning from parental leave in the Consumer Access,
Consumer Applications, and Business Applications segments, plus all staff at arsys in Spain. All of the employees are inlcluded who began or have

already successfully completed the e-learning course in the reporting period.
The figure for 2021 was corrected. The Business Access Division has been included as of the 2022 reporting period. Does not include

(2

independently managed companies.
(3) No analysis possible at present.

(4) The quota was determined for the first time for 2022; as a result, no prior-year figures are available.

(5) The figure for 2021 was corrected.

(6) The basis of calculation for energy consumption and emissions was expanded significantly in the reporting period. As a result, comparability of the

figures given with those for previous years is highly limited.
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FOREWORD

Dear reader,

The world is in the throes of profound transition. In particular, Russia’s continuing war against Ukraine
has shocked both Europe and the world as a whole. Business, policymakers, and society as a whole are
faced with an energy crisis that we must overcome together. The talk is of a “historical turning point”
that will further increase the pressure on companies and others to ensure their activities are
sustainable and future-proof. As one of Europe’s leading internet specialists, we take our digital
responsibility seriously and are focusing on it even more in what we do.

With more than 27 million customer contracts, over 40 million ad-financed free accounts, and a
workforce of roughly 10,000 people, United Internet sees itself as building bridges to a sustainable
digital future. We aim to enable consumers and companies alike to leverage the many and growing
opportunities offered by the internet as a universal infrastructure for information, communication,
entertainment, and e-business, and to do so safely and confidently.

Our goal is not merely to comply in full with the increasingly rigorous regulatory requirements here: We

also intend to continuously enhance and delve deeper into our action areas, and to ensure transparency
about them. We performed a large number of projects for this last year, professionalized our processes

and systems even further, and set up teams to enhance and expand our sustainability strategy.

The Corporate Sustainability Reporting Directive (CSRD), which was adopted in November 2022 by the
European Parliament and will come into force starting in 2024, will lead to far-reaching changes in both
the form and content of sustainability reporting. We updated our materiality analysis in line with these
new requirements in fiscal year 2022 and defined United Internet’s core action areas, which we shall
measurably progress for the long term.

Given our pioneering activities in the areas of 5G, fiber optics, and cloud services, the area of “digital
responsibility” with its focus on digital participation, data privacy, security, and digital participation is at
the heart of what we do. We have positioned ourselves as a technology pioneer and at 1&1 we are
building the first mobile network in Europe to be based on innovative OpenRAN technology - efficient,
fully virtualized in a private cloud, and connected to 1&1 Versatel’s fiber optic cables. The United
Internet Group’s goal with this new network architecture is to help get Germany ready for real-time
applications.

Environmental and climate protection remain another key action area. Our measures are deliberately
designed to ensure we are continuous improving everything from our logistics through our office
buildings down to our IT infrastructure. We monitor our most energy-intensive areas closely to ensure
they are highly efficient. In addition, our own IONOS and 1&1 data centers use 100% renewable energy
for regular operations. We source TUV-certified green electricity from naturstrom and EHA for our
office and logistics locations in Germany and for a large proportion of our fiber optic network.

Equally, we aim to act as a reliable and trusting partner in our business relationships, and to meet our
due diligence obligations as a company. In line with this, we have reviewed our value chain in detail for
transparency, especially with respect to the German Supply Chain Due Diligence Act
(Lieferkettensorgfaltspflichtengesetz - LkSG), and have examined the processes needed to prevent
human rights risks.

The United Internet Group’s employees are actively shaping the digital future. Our "WORK UNITED”
initiative aims to give staff an attractive working environment with individual development opportunities
and a wide range of tasks and roles. We are therefore delighted that we have again been named one of



Germany’s best employers this year by the Top Employers Institute. This organization assesses
companies’ people strategies plus areas such as professional development, working environments and
well-being, diversity, onboarding, and talent management. The award shows that the United Internet
Group with its strong brands is and remains a key player when it comes to international human
resources benchmarks and standards. We want to be an attractive employer in the future too, and to
actively live and develop our open, agile, and diverse culture together with our employees.

As a successful internet company, we see ourselves as part of society and take the responsibility that
goes with this seriously, too. Our social commitment revolves around our work with the United Internet
for UNICEF foundation, which United Internet set up together with the United Nations Children’s Fund in
2006. The regular appeals for donations that we make to our GMX, WEB.DE, 1&1, and IONOS customers,
plus additional money from the United Internet Group itself, have raised more than €64 million for
global UNICEF programs since then. One of the foundation’s main emergency aid programs in 2022,
which was launched following the outbreak of the war in Ukraine, was and is to support children and
families directly in the country. The aid programs cover psychosocial and medical care, and the
provision of vital supplies such as generators, warm blankets, and drinking water. We are pleased to be
able to contribute to this important and valuable work via the foundation.

We will continue to address changing social, economic, and environmental challenges and opportunities
closely and critically in the years to come. We intend to go on confronting them openly and farsightedly,
and developing continuously, so as to ensure a digital, sustainable future. And | myself am also looking
forward to being part of this.

“Openly and farsightedly addressing the challenges
and opportunities that sustainability brings is an
integral part of our corporate culture today. As

.‘7 a leading internet specialist, we take our digital
responsibility very seriously and have set ourselves
the goal of actively shaping the digital future.”

Al

Martin Mildner
Chief Financial Officer (CFO)



v Elements of the consolidated nonfinancial report (NFR) pursuant to the German CSR
Directive Implementation Act, sections 315b and 315c in conjunction with section 289c of the
German Commercial Code (HGB)

This sustainability report includes United Internet’s consolidated nonfinancial report as required by
the German CSR Directive Implementation Act (CSR-Richtlinie-Umsetzungsgesetz - CSR-RUG). It
contains the statutory and supplementary disclosures for United Internet’s material aspects:
environmental matters, employee-related matters, social matters, respect for human rights, and
anti-corruption and bribery matters. These aspects are supplemented by the topics that United
Internet has identified as material.

Red checkmarks (v') are used to indicate information required by the CSR-RUG, which underwent a
limited assurance review in accordance with ISAE 3000 (revised) by PricewaterhouseCoopers
GmbH Wirtschaftsprufungsgesellschaft (hereinafter referred to as “PwC”).

The review of the figures is limited to the figures for the current reporting period; as a result,
prior-year figures are presented . Rounding differences compared to the mathematically
exact values for monetary units, percentages, etc. can occur in tables and references. In 2022,
figures were rounded to one decimal place and adjusted retrospectively; as a result, discrepancies
can occur compared to 2021. v/
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COMPANY PROFILE
Our Vision

v  The internet is an indispensable information, entertainment, communications, organizational, and e-
business medium for consumers and companies alike.

Its unlimited geographical reach and increasing access speeds are turning it into a universal
infrastructure that supplies not just information and entertainment offerings but also personal and
business applications via mobile and fixed networks.

Our vision is to offer consumers and business users attractive ways of meeting their information,
communications, and entertainment needs, plus cloud applications from our “Internet Factory,” and to
deliver these via more and more powerful broadband links based on mobile and fixed network
technology.

United Internet is creating the basis for society to participate in the digital transformation process and
to safely navigate the digital world by expanding its fiber-optic network and developing its own mobile
network and powerful data centers with high security and data privacy standards. v/

Our Business

v United Internet is one of Europe’s leading internet specialists, with over 27 million fee-based
customer contracts and more than 40 million ad-financed free accounts.

The Group’s operating business is broken down into the Access Division, which comprises the Consumer
Access and Business Access segments, and the Applications Division, which consists of the Consumer
Applications and Business Applications segments. The following sections offer a brief description of the
business activities performed in the different segments. A more detailed description is to be found in
the “General Information about the Company and Group” chapter of United Internet’s 2022
Management Report.

Divisions, segments, and brands (as of December 31, 2022) v/
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Consumer Access Segment

v The Consumer Access Segment pools our mobile internet and fixed-network broadband products
(including associated applications such as home networking, online storage, telephony, and IPTV) for
consumers. Customers are offered these internet access products on the basis of fixed monthly
subscriptions (plus variable, usage-driven top-up fees) for contractually agreed terms.

United Internet’s 1&1 brand is one of Germany’s leading providers of broadband products (and
particularly VDSL/vectoring and fiber-optic connections). The Company uses 1&1 Versatel's fiber-optic
network as the transportation network for VDSL/vectoring and direct fiber-optic connections ("FTTH” =
“fiber to the home”), accessing the last mile via city carriers and Deutsche Telekom (primarily Layer 2).
Additional wholesale service providers are used for its legacy business with ADSL connections.

United Internet is also a leading German provider with its mobile internet products. As the sole MBA
MVNO (mobile bitstream access mobile virtual network operator) in Germany, United Internet has long-
term, guaranteed rights to up to 30% of Telefénica Deutschland’s used network capacity, and hence
extensive access to one of Germany’s largest mobile networks. It holds these rights indirectly via 1&1 AG.
Apart from its privileged access to Telefénica’s network, the Company also purchases wholesale mobile
network services from Vodafone.

As part of its plans to build a high-performance 5G mobile network, 1&1 successfully acquired two 2 x 5
MHz frequency blocks in the 2 GHz band spectrum and five 10 MHz frequency blocks in the 3.6 GHz
band spectrum during the 5G frequency auction in 2019. This was followed in fiscal years 2021 and 2022
by its signature of long-term contracts, creating the core preconditions for rolling out the 1&1 mobile
network and hence enhancing its value added in this market segment in the same way as in the fixed
network sector. The 1&1 mobile network commenced operations on December 28, 2022, with “1&15G zu
Hause” - a product that is positioned as an alternative to conventional DSL, cable internet, and fiber-
optic home connections. Smartphone rate plans are scheduled to follow in the summer of 2023.

United Internet markets its mobile internet products via the premium 1&1 brand and discount brands
such as yourfone and smartmobile.de, allowing it to offer the mobile communications market a
comprehensive range of products and to address specific target groups. v/

Business Access Segment

v United Internet’s Business Access Segment offers a broad range of telecommunications products and
solutions for business customers under its 1&1 Versatel brand.

1&1 Versatel’s business model revolves around its operation of a state-of-the-art fiber-optic network
that is more than 55,000 km long. This is one of the largest networks in Germany and is being
continuously expanded.

The network is used to offer companies and government agencies a range of telecommunications
products - from direct fiber-optic connections down to customized, individual telecommunications
solutions (voice, data, and network solutions). In addition, the 1&1 fiber-optic network is used for
(wholesale) infrastructure services for national and international carriers and ISPs. v/
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Consumer Applications Segment

v The Consumer Applications Segment offers applications for private individuals. These primarily
include personal information management applications (e-mails, to-do lists, appointment/address
management solutions) and online (cloud) storage, plus domains, consumer website solutions, and office
applications.

The portfolio has been successively expanded, and the GMX and WEB.DE brands - the largest e-mail
providers in Germany for years — have been transformed in recent years from pure-play e-mail
suppliers to end-to-end hubs for user communications, information, and identity management.

The consumer applications are largely developed in-house and operated in the Group’s own data
centers.

The products are offered as pay accounts or ad-financed free accounts. The latter are monetized using
classic and increasingly also programmatic (i.e., data-driven) online advertising. United Internet Media is
responsible for marketing.

United Internet’s ad-financed and fee-based consumer applications use the GMX and WEB.DE brands
and are mainly focused on Germany, Austria, and Switzerland, where the Company is one of the leading
providers.

This segment, like others, has also been increasing its international presence since taking over the US
provider mail.com in 2010. mail.com is present not only in the USA but also in countries such as the
United Kingdom, France, and Spain. v/

Business Applications Segment

v United Internet’s Business Applications Segment provides freelancers, self-employed professionals,
and SMEs with internet-based business opportunities and helps them digitalize their processes. It does
this by offering customers a broad, subscription-based range of products such as domains, websites,
web hosting, servers, e-shops, group work, online (cloud) storage, and office applications. Cloud
solutions and cloud infrastructure are also offered.

The applications are developed in the Company’s own development centers or in cooperation with
partner organizations, and run on more than 100,000 servers in 11 data centers and 21 co-locations.

United Internet’s Business Applications Segment is also an international leader in its field, with activities
in Europe (Germany, France, the United Kingdom, Spain, Portugal, Italy, the Netherlands, Austria, Poland,
Hungary, Romania, Bulgaria, the Czech Republic, Slovakia, and Sweden) and North America (the USA,
Canada, and Mexico).

The business applications are marketed to specific target groups using differently positioned brands
such as IONQOS, Arsys, Fasthosts, home.pl, InterNetX, Strato, united-domains, and World4You. In
addition, United Internet offers customers professional active domain management services in the
aftermarket business under its Sedo brand. And we22 offers other hosting providers a white-label
website builder for creating high-quality websites. v/



Sustainability at United Internet

V"It is hard to imagine society, politics, and business today without mentioning “sustainability,” which
can be defined in simple terms as ensuring that the needs of both current and future generations can
be met. It therefore comes as no surprise that ESG topics also influence our Company. We aim to take
changed expectations within society (such as those voiced by the Fridays for Future movement),
consumer and client requirements, employees’ wishes, and increasing investor awareness of ESG
aspects into account in our decisions and actions. The associated transformation processes are being
discussed widely across different sectors, e.g., in connection with questions relating to data privacy,
how to deal with (fake) internet news, the changing world of work, or the transition to a low-carbon
economy.

Our sustainability management activities aim to address the challenges and opportunities offered by our
material sustainability topics. v/

Sustainability Management

v The United Internet Group’s group-wide sustainability management activities in 2022 were
coordinated by a team from the Compliance & Sustainability department. Their tasks include strategic
development, reporting, and answering ESG rating agency queries. Group Sustainability provides advice
to and coordinates with the segments by liaising with the sustainability managers there, and with the
core functions and relevant specialist departments. The Sustainability team helps them assess
nonfinancial topics in their individual business activities, provide information, and ensure that the entire
Group complies with its business responsibilities. The segment sustainability managers report
periodically - in some cases weekly - to the Management Board member responsible for them and
several times a year to the full Management Board and other bodies within the individual segments.

Group Sustainability reports to United Internet AG’s CFO, who is also responsible for preparing the
sustainability report for the entire Group. Core principles such as using green electricity or the Diversity
Statement are resolved by the Group Management Board. Overarching decisions - including the
development of a Group-wide sustainability strategy (starting in the reporting period) - are also made
by Group-level management bodies. However, the majority of concrete decisions relating to
implementation affect the segment management boards. For example, it is they who resolve to roll out
management systems and what the green electricity strategy should look like in practice. They also set
most sustainability goals and targets, since the individual segments’ starting positions and the impact
they have may vary. United Internet’s Supervisory Board discharges its duty of oversight by examining
the consolidated nonfinancial report (“nonfinancial report”), and are assisted in this by an independent
external review. v/



CORPORATE DIGITAL SOCIAL ECOLOGICAL n
THE EU'S TAXONOMY RESPONSIBILITY RESPONSIBILITY RESPONSIBILITY RESPONSIBILITY

COMPANY PROFILE
Our Vision

Our Business

Sustainability at
United Internet

v Our ability to do business depends on cooperating successfully with a wide range of stakeholders. Our
dialog with different stakeholder groups also helps us assess our impact on society and the
environment, identify material sustainability aspects during our materiality analysis, develop our
sustainability strategy, set goals and targets, and determine whether they have been reached. We use a
variety of different platforms and formats to liaise with our stakeholders, so as to deepen
communication and cooperation with them and take their interests into account:

m Customers: We focus consistently on our customers’ needs and satisfaction. We collect feedback in
numerous areas and liaise with our customers using surveys and during service calls, among other
things. Test users and test buyers provide valuable feedback on new products.

m Investors: Investors are a key stakeholder group for United Internet. Our Investor Relations
department and our Management Board maintain regular contact with them in the form of one-on-
one discussions and road shows. We repay investors’ trust in us by ensuring open, transparent
reporting.

m Employees: Our employees are the key to our success. Only by leveraging their knowledge, skills, and
dedication can we continue to develop and achieve long-term success. Employee feedback is
important for us, which is why we regularly perform employee surveys, use these to identify
measures to be taken, and inform staff of the progress made. In addition, the Management Board
uses virtual communications formats to contact employees directly about specific topics.

m Business partners: Our business requires us to work together with a large number of business
partners and suppliers. These include wholesale service partners, hardware suppliers, call center
service providers, and shipping partners, for example. We hold personal discussions with these
partners and also help call center service providers train their employees, among other things.

m Policymakers and associations: Our dialog with political decision-makers and government
authorities is aimed at creating the framework for a successful digital economy in Germany. One
particular issue for us is ensuring competition, which acts as a driver for innovation, investment, and
consumer benefits. This is why we are a member of associations such as VATM™, Bitkom'?, BREKO®,
BVDW™ and eco®. In addition, specialist departments are active in relevant associations and bodies.

= Non-governmental organizations: Our United Internet for UNICEF foundation has worked with the

United Nations’ Children’s Fund since 2006 to collect donations and recruit new sustaining members.
v

(1) Verband der Anbieter von Telekommunikations- und Mehrwertdiensten e.V.

(2) Bundesverband Informationswirtschaft, Telekommunikation und neue Medien e.V.
(3) Bundesverband Breitbandkommunikation e.V.

(4) Bundesverband Digitale Wirtschaft (BVDW) e.V.

(5) Verband der Internetwirtschaft e.V.



Material Topics

v We performed a new materiality analysis that is aligned with the future requirements of the CSRD in
the 2022 reporting period. We were supported in our work by an external consulting firm that
specializes in performing materiality analyses and developing sustainability strategies, among other
things. Both external and internal perspectives were taken into account when examining potential
material topics. v/

v The materiality analysis was based on known topics derived from our sustainability management
activities to date and from earlier materiality analyses. The list of relevant sustainability topics was
updated in the reporting period in the course of stakeholder and benchmark analyses covering political,
economic, social, technological, statutory, and environmental aspects. Additional input came from our
dialog (interviews) with the stakeholder groups mentioned earlier. The relevant sustainability aspects
were also discussed with our internal specialist departments (e.g., Human Resources, Compliance, and
Information Security). In many cases this took place at both Group and segment level, while the
Management Board members also took part. The topics on the updated list were then defined in more
detail together with experts from the departments that are primarily responsible for them, and a
uniform understanding of them was developed. Finally, a scoring model was used to assess the
materiality of the various topics along the core value chain.

The materiality analysis was performed in line with the requirements of the HGB. The principle of double
materiality under the Corporate Sustainability Reporting Directive (CSRD), which will apply throughout
the EU in future, was incorporated already by examining both the relevance of topics for United
Internet’s business and the potential and actual impact of our activities on the environment and society.
No risk management measures were taken into account when examining potential effects (gross risk
assessment). The final assessment of the topics was performed in a joint workshop with all specialist
departments involved.

Employees’ views on the relevance of the sustainability topics were polled in a survey. In addition,
virtual one-on-one interviews were held with internal and external stakeholders so as to examine the
materiality of the topics from the stakeholder perspective as well.

Employees’ views on the relevance of the sustainability topics were polled in a survey. In addition,
virtual one-on-one interviews were held with internal and external stakeholders so as to examine the
materiality of the topics from the stakeholder perspective as well. v/
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v The materiality matrix presents the results of the analyses and provides a consolidated overview of

the double materiality assessment. The topics indicated in red in the matrix have been defined as

material.

high

Decarbonization i

Material efficiency
and circularity [l

Transparency and

Biodiversity communications

Health protection

Occupational safety

United Internet’s impact on the environment and society

low

Cyber-
Data privacy ll [l security
........................................ v JALDIGItAL ..o
Social H participation
commitment -
Training
and education
Environmental Supply chain 5
protection responsibility ll i Diversity, inclusion, equality,

M and accessibility
M Working conditions

Responsible
corporate
Il management

low Relevance to United Internet’s business high

M Material topics
Other topics

The topics of responsible corporate management, working conditions, and diversity, inclusion,

equality, and accessibility were defined as material because of their high business relevance scores. In
addition, two environmental matters - decarbonization and material efficiency and circularity - have
a significant impact on society and the environment. Data privacy, information security

(“cybersecurity” in the materiality matrix), and digital participation were assessed from the
perspective of double materiality. In addition, we consider supply chain responsibility to be a material

topic. v



v The material topics cover environmental matters, employee-related matters, social matters, respect
for human rights, and anti-corruption and bribery matters (see “Information about CSR-RUG
requirements” in the Annex).

All topics in the materiality matrix for earlier reporting periods can be assigned to topics from the
current matrix. They have merely been structured, named, and assessed differently in some cases on
the basis of the new, more refined methodology used. Two new material topics - material efficiency
and circularity, and inclusion and accessibility - were added as a result of the materiality analysis
performed in the reporting period. In addition, the current matrix contains a number of new topics that
were not assessed as being material - transparency and communication, biodiversity, training and
education, and social commitment. v/

Our Next Steps

v At present, we are revising our sustainability strategy based on the insights gained from the current
materiality analysis.

We will develop a clear vision and objectives in the course of fiscal year 2023 that will communicate our
commitment to material ESG topics. We will combine our activities to date and our future ambitions into
concrete action areas that will then form the strategic framework for our sustainability management
activities.

One key next step towards implementing our new sustainability strategy - which we shall also take in
good time before the first CSRD reporting period in 2024 - is to adapt our sustainability management
governance structure with the involvement of our management bodies. We aim to ensure that our
sustainability activities are binding and effectively managed by defining responsibilities for topics and
action areas, both in the form of central functions and locally in our segments.

We shall build on our strategy to formulate goals for the entire Group, which will then be specified in
greater detail and implemented by our segments in the form of milestones and measures. In this way,
we aim to make our commitment to sustainability and our level of ambition both measurable and
monitorable. v/
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THE EU’S TAXONOMY

v The European Union’s Taxonomy Regulation is a uniform, binding classification system for
environmentally sustainable economic activities. Companies are obliged to report on the results of this
classification on an annual basis. Article 9 of the EU’s Taxonomy sets out six environmental objectives.
Concrete requirements (technical screening criteria) for environmental sustainability already exist for
the first two of these (“climate change mitigation” and “climate change adaptation”) (Commission
Delegated Regulation (EU) 2021/2139). Reference will be made to these later on in this section.

We took the draft FAQs published by the European Commission on December 19, 2022 (the “Draft
Commission notice on the interpretation and implementation of certain legal provisions of the EU
Taxonomy Climate Delegated Act” and the "Draft Commission notice on the interpretation and
implementation of certain legal provisions of the Disclosures Delegated Act under Article 8 of EU
Taxonomy Regulation”) into account when preparing the Taxonomy disclosures for fiscal year 2022. v/

Taxonomy-eligible Economic Activities for Fiscal Year
2022

v United Internet reviewed its Taxonomy-eligible economic activities for the 2022 reporting period.
The following economic activities pursuant to Annex 1 of Commission Delegated Regulation (EU)
2021/2139 were identified as Taxonomy-eligible.

United Internet’s economic activities can be assigned in particular to activity 8.1 "Data processing,
hosting, and related activities.” United Internet’s Business Applications Segment offers domains,
home pages, web hosting, servers, cloud solutions, e-shops, group work, and online storage, among
other things. This segment’s offering is therefore responsible for the majority of the United Internet
Group’s Taxonomy-eligible activities. The Consumer Applications Segment is home to United Internet’s
consumer applications such as online storage and personal information management. Activities relating
to activity 8.1 have also been identified in this segment. Since the Consumer Access Segment offers
online storage services, it also has a small number of Taxonomy-eligible activities attributable to
activity 8.1.

The scope of the activities covered by the description of the activity is currently still open to
interpretation. For this reason, United Internet has identified those activities (such as online storage) in
which hosting and data storage play a key role as Taxonomy-eligible activities for the 2022 reporting
period. Other activities that merely involve data transfer (as a peripheral activity) are not classified as
falling within activity 8.1.

In contrast to the previous year, turnover from hosting and data storage activities using third-party data
centers was also regarded as Taxonomy-eligible in fiscal year 2022. Since the description of the activity
does not distinguish between an entity’s own and third-party data centers, United Internet decided not
to make such a distinction any longer for the turnover generated in fiscal year 2022. In other words, all
turnover associated with activity 8.1 is disclosed as being Taxonomy-eligible, regardless of whether the
data processing involved is performed in our own or in third-party data centers. v/



v"In line with the reporting for the previous year, activities associated with expanding fiber-optic
networks, mobile networks, and the use of the Company’s own fiber-optic networks are classified as
Taxonomy-non-eligible. Also in line with the previous year’s reporting, United Internet has decided to
adopt a narrow interpretation of activity 8.2 “Data-driven solutions for GHG emissions reductions”
in this context. By doing so, it is complying with the answer to question no. 159 in the draft FAQs
published by the European Commission in December 2022, which states that electronic
communications networks are not to be classified as falling within activity 8.2 unless they are deployed
and used in the context of a solution for GHG emissions reductions. However, continuing uncertainty as
to how to interpret the Taxonomy may lead to different assessments next year.

Above and beyond this, additional activities associated with the performance of United Internet’s own
business that can be assigned to a Taxonomy activity were identified in relation to CapEx and OpEx.
These are the horizontal issues and infrastructure-related topics shown below:

m 6.5 "Transport by motorbikes, passenger cars and light commercial vehicles,” i.e., expenditure
associated with our vehicle fleet

m 7.3 "Installation, maintenance and repair of energy efficiency equipment,” e.g., expenditure in
relation to heating and cooling equipment and energy-efficient lighting sources

m 7.4 “Installation, maintenance and repair of charging stations for electric vehicles in buildings (and
parking spaces attached to buildings)”

m 7.6 ."Installation, maintenance and repair of renewable energy technologies,” e.g., expenditure in
relation to the installation of photovoltaic systems

m 7.7. "Acquisition and ownership of buildings,” especially via IFRS 16 leases and rights of use in assets

United Internet’s activities were also examined to determine whether they relate to the environmental
objective of “climate change adaptation” (Annex 2 of Commission Delegated Regulation (EU) 2021/2139).
No activities set out in Annex 2 of Commission Delegated Regulation (EU) 2021/2139 were identified that
were not already covered by classifications to activities set out in Annex 1 of the same regulation. v/

Taxonomy-aligned Economic Activities for Fiscal Year
2022

v United Internet analyzed the Taxonomy-eligible economic activities using the relevant technical
screening criteria in close cooperation with the relevant departments. The results were as follows. v/

Activity 8.1 ,Data Processing, Hosting, and Related Activities”

v United Internet operates an ISO 50001-certified energy management system for its own data centers.
However, the existing measures are not enough to meet the Taxonomy’s technical screening criteria
since, for example, no independent third-party verification of the criteria set out in the EU’s Code of
Conduct for Energy Efficiency in Data Centres was performed. In addition, the operators of our third-
party data centers have not confirmed that they meet the Taxonomy’s technical screening criteria.
Therefore, United Internet has not reported any Taxonomy aligned economic activities under activity 8.1
for fiscal year 2022. v/
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Remarks on Horizontal Issues and Infrastructure-related Topics

v CapEx and OpEx for horizontal issues and infrastructure-related topics relate to the purchase of
output from Taxonomy-aligned economic activities and individual measures enabling the target
activities to become low-carbon or to lead to greenhouse gas reductions (“category (c)”).

Proof must be provided by partner enterprises for the purchase of output from Taxonomy-aligned
economic activities to qualify as Taxonomy-aligned. At present, no sufficient proof is available to meet
the criteria required. As a result, the expenditure has not been reported as Taxonomy-aligned in the
2022 reporting period. v/

Notes on the KPlIs

v The key performance indicators (KPIs) reported pursuant to the EU’s Taxonomy Regulation (turnover,
CapEx, and OpEx) are based on the figures given in United Internet AG’s consolidated financial
statements. United Internet AG's consolidated financial statements were prepared in accordance with
the International Financial Reporting Standards (IFRSs) as adopted by the European Union (EU) and the
supplementary regulations set out in section 315e(1) of the German Commercial Code
(Handelsgesetzbuch - HGB).

The turnover, CapEx, and OpEx identified as associated with Taxonomy-eligible activities and the total
amounts used were reconciled with the relevant population at Group level, allowing potential double-
counting to be checked and prevented. v/

m Turnover

v The EU’s Taxonomy Regulation defines turnover as the revenue recognized pursuant to IAS 1.82(a).
The “turnover” KPI disclosed for the United Internet Group represents the ratio of the turnover from
Taxonomy-aligned economic activities to total revenue. The total revenue can be taken from the
statement of net income in United Internet AG’s consolidated financial statements (see the table on
page 157 in the “Explanations of items in the income statement - 5. Sales revenue/segment reporting”
section). The denominator of the “turnover” KPI is based on our consolidated net revenue.

The numerator of the “turnover” KPI is defined as that part of the net revenue from good and services,
including intangible goods, that is associated with Taxonomy-aligned economic activities. Our data
center products are currently United Internet’s only revenue-generating activities that are Taxonomy-
eligible. The revenue from products and rate plans that are associated with activity 8.1 "Data processing,
hosting, and related activities” was assigned accordingly in the segments concerned. Taxonomy-eligible
turnover in the 2022 reporting period accounted for 22.5% of total revenue. No Taxonomy-aligned
turnover was reported. v’


https://www.united-internet.de/investor-relations/publikationen/berichte.html
https://www.united-internet.de/investor-relations/publikationen/berichte.html

m CapEx

v The “CapEx” KPI is based on the additions to property, plant, and equipment and intangible assets
during the fiscal year under review before depreciation, amortization, and any remeasurements for the
fiscal year in question; no adjustments are made to the fair values (in particular application of IAS 16,
IAS 38, IFRS 16 leases with rights of use in lease assets). The overall figure for capital expenditure used
for the EU’s Taxonomy is disclosed in the consolidated financial statements under the “Explanations of
items in the income statement- 5. Sales revenue/segment reporting” section; see the last column
(“United Internet Group”) of the line item entitled “Investments in intangible assets and property, plant
and equipment (without goodwill)” in the table on page 157. This capital expenditure is used as the
denominator for the "CapEx” KPI.

The numerator for the "CapEx” KPI corresponds to the share of the denominator related to assets or
processes that are associated with Taxonomy-aligned economic activities (“category (a)”) plus the share
related to the purchase of output from Taxonomy-aligned economic activities and individual measures

(“category (c)”).

The investments were assigned to the various Taxonomy activities using the asset classes concerned. A
further distinction was made in the case of the “IFRS 16 leases” asset class between buildings and data
centers. Capital expenditure on these asset classes was generally assigned to economic activity 7.7
“Acquisition and ownership of buildings.” However, where this capital expenditure relates to data
centers, it is assigned to activity 8.1 "Data processing, hosting, and related activities.” Capital
expenditure attributable to IFRS 16 leases represent the largest share of Taxonomy-eligible investments
for the 2022 reporting period. The share of Taxonomy-eligible investments in the 2022 reporting
period was 21.5%. No Taxonomy-aligned investments were reported. v/

m OpEx

v The “"OpEx” KPI is based on the direct, non-capitalized costs that relate to research and development
(R&D), building renovation measures, short-term leases, and maintenance and repair of property, plant,
and equipment by the Company or third parties that is necessary to ensure the continued functioning
of such assets. Commission Delegated Regulation (EU) 2021/2178 requires training costs to be included
in the numerator. Consequently, our understanding is that these cost centers must also be included in
the denominator.

At United Internet, the "OpEx” KPI represents the share of operating expenditure as defined by the
Taxonomy that is associated with Taxonomy-aligned economic activities (“category (a)”) or that relates
to the purchase of output and individual measures enabling the target activities to become low-carbon

or to lead to greenhouse gas reductions, or to individual building renovation measures (“category (c)”).

United Internet’s Taxonomy-eligible share of operating expenditure was determined by analyzing the
cost centers for building renovation measures, short-term leases, and maintenance and repair, and
assigning them to the identified economic activities pursuant to the EU’s Taxonomy on the basis of their
names and entry texts. No short-term leases relating to the identified Taxonomy activities were
established. The share of Taxonomy-eligible operating expenditure in the 2022 reporting period was
12.7%. No Taxonomy-aligned investments were reported. v/


https://www.united-internet.de/investor-relations/publikationen/berichte.html
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Overview of Taxonomy Reporting KPIs for Fiscal Year 2022

v Turnover v CapEx v OpEx
in€m in% in€m in % in€m in %
Total figures for the United Internet Group 5,915.1 100.0% 951.1 100.0% 84.8 100.0%
of which Taxonomy-non-eligble 4,586.5 77.5% 746.4 78.5% 74.0 87.2%
of which Taxonomy-eligble 1,328.6 22.5% 204.7 21.5% 10.8 12.8%
6.5 Transport by motorbikes, passenger cars and light commercial vehicles 0.0 0.0% 35 0.4% 0.9 1.0%
7.2 Renovation of existing buildings 0.0 0.0% 0.2 0.0% 0.0 0.0%
7.3 Installation, maintenance and repair of energy efficiency equipment 0.0 0.0% 0.2 0.0% 0.0 0.0%
7.4 \ns.la\.\ahon, mamlejance and repair of chargn}ng}stahons for electric vehicles in 0.0 0.0% 0.2 0.0% 0.0 0.0%
buildings (and parking spaces attached to buildings)
7.6 Installation, maintenance and repair of renewable energy technologies 0.0 0.0% 0.8 0.1% 0.0 0.0%
7.7 Acquisition and ownership of buildings 0.0 0.0% ma 1.7% 0.1 0.1%
8.1 Data processing, hosting and related activities 1328.6  22.5% 88.6 9.3% 9.8 1.6%
of which Taxonomy-aligned 0.0 0.0% 0.0 0.0% 0.0 0.0%

The Taxonomy KPlIs are given in the Annex (pages 86-88).



20

CORPORATE RESPONSIBILITY

v The “Corporate Responsibility” chapter consists of two material topics - responsible corporate
management and supply chain responsibility - in which we report among other things on compliance,
anti-corruption, and respect for human rights.

United Internet considers itself responsible for ensuring the Company’s continued existence by
managing it responsibly and with a view to the long term. We aim to ensure compliance with all relevant
laws, regulations, standards, and ethical practices. Our Corporate Values, Leadership Principles, and
Code of Conduct form the basis for our daily work, and are designed to facilitate fair, respectful
dealings with one another and to prevent corrupt business practices.

For us, compliance is a precondition for doing business successfully in the long term and hence an
integral part of all Group activities. Our Code of Conduct for employees lays the foundations for legally
and ethically acceptable behavior and summarizes the key rules. It contains requirements regarding fair
competition and anti-corruption, and makes concrete recommendations on how to act.

Supply chain responsibility - especially in the areas of environmental protection, and labor and human
rights - is a material topic for us since we do business not only in our home market of Germany but also
in other European countries and North America. Human rights comprise not only very basic
fundamental rights such as the rights to life, freedom, and equality, but also a wide range of aspects
from the world of work, such as the prohibition on discrimination and (*modern”) slavery, and the right
to rest. Also included are rights relating to the internet and the digital arena, such as freedom of
opinion and information, and the protection of privacy.

The importance of this topic and expectations that organizations will examine their cooperation with
business partners and suppliers have been highlighted even more recently by e.g., the National Action
Plan for the Implementation of the UN Guiding Principles on Business and Human Rights ("NAP”) and the
German Supply Chain Due Diligence Act (Lieferkettensorgfaltspflichtengesetz - LkSG) that entered into
force in January 2023.

As regards our business partnerships and supplier relationships, the basic principle is that companies in
Germany are subject to the same strict statutory requirements as United Internet itself. In addition,
telecommunications is largely a regulated market. The integrity of our business partners is essential for
us, since negative events could also reflect on United Internet and hence lead to market and
reputational risks for us. v/

Contribution to the SDGs

9'““”:““”“‘ Build resilient infrastructure, promote inclusive and sustainable industrialization and foster
A0 INFRASTRICIUEE innovation

o
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Responsible Corporate Management

Corporate Governance

v United Internet’s corporate governance activities are based on the German Stock Corporation Act
(Aktiengesetz - AktG) and on the requirements of the German Corporate Governance Code (the
“Code”). The Supervisory Board and the Management Board provide information about the Company's
corporate governance annually in their Corporate Governance Statement. The Company can depart
from the Code's recommendations but is then required to disclose this every year in a declaration of
compliance pursuant to section 161 of the AktG, and to provide a justification for this ("comply or
explain”).

United Internet AG’s Management Board and Supervisory Board consider it their responsibility to ensure
the Company’s continued existence, and to create sustainable value, by managing it responsibly and for
the long term. For United Internet, running a business involves more than pursuing economic goals - the
Company also sees itself as having an obligation to society, the environment, employees, and other
stakeholders.

Consequently, the Annual General Meeting in May 2021 expanded the Management Board remuneration
system to be used when entering into new contracts of service to include ESG criteria in the short-
term variable remuneration that forms part of the performance-related remuneration components.
This was implemented for the first time in the target agreements for fiscal year 2022. The new target
component is designed to focus Management Board members’ attention on sustainability issues, and to
create an incentive for addressing them. The compensation paid to the Management Board and the
Supervisory Board is set out in the Remuneration Report, which is available on the website. Basic
information can be found in United Internet AG’s Articles of Association. v/

v United Internet’s diversity objective is for the Management Board and Supervisory Board to include a
wide variety of different people and, as a whole, to have a sufficient breadth of opinion and knowledge.
Among other things, this requires the members of the individual bodies to complement each other with
respect to their experience and their educational and professional backgrounds, so as to have a good
understanding both of the Company’s current business activities and of its longer-term opportunities
and risks.

The Supervisory Board was elected at the general meeting in May 2020, and its size was increased to six
members. Dr. Borgas-Herold stepped down from the Supervisory Board in fiscal year 2022. As a result,
the Supervisory Board is currently composed of four men and one woman. United Internet AG is
maintaining its target quota for women of 30% for female Supervisory Board members.

A target quota of O was set for the Management Board (section 111(5) of the AktG). The Management
Board consisted of two men in fiscal year 2022. It will be expanded to comprise three members as of
April 1, 2023. After comprehensive and careful consideration, the Supervisory Board has resolved that
the Management Board should continue to comprise only male members going forward; as a result, the
target quota for the Management Board will continue to be 0. This decision reflects the Company’s
interest in continuing its success with Management Board members who are already familiar with the
work and with the Group’s structures. However, the Supervisory Board also resolved at the same time
that a target quota for women of 25% will be adopted if the Management Board is enlarged again in
future. v/


https://www.united-internet.de/fileadmin/pdf-xml/corporate-governance/de_articles_August_2020.pdf
https://www.united-internet.de/investor-relations/corporate-governance/2022.html
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v’ For further information, please see the Corporate Governance Statement in the United Internet
Group’s annual report. v/

Our Values and Principles

v Our Corporate Values, Leadership Principles, and Code of Conduct are at the heart of what we do
every day. They apply throughout the enterprise. Our Business Applications Segment supplements our
Corporate Values with Business Principles. Our Corporate Values, the IONOS Business Principles, our
Leadership Principles, and our Code of Conduct are permanently available on our intranet and to some
extent on the internet as well. v/

Corporate Values

Our values strengthen our self-
image and provide a framework for
how to act. Only a set of common
beliefs enable us to think and act
together. Our values apply in our
dealings with one another and with
customers and business partners.
A commitment to success
Agility

A sound approach

Fairness

Openness

Responsibility

Risik Management

Leadership Principles

Our leadership philosophy is based
on making people successful. Our
leadership guidelines define the
following characteristics for our
managers:

B We take responsibility and
display courage

B We are co-entrepreneurs

We act as role models

B We empower staff and motivate
them to do their best

B We |lead through active dialog

B We promote a strong team
culture

Code of Conduct

Our Code of Conduct links our
corporate values with our internal
guidelines. It sets out shortly and
succinctly how to act in compliance
with our values, the law, and our
guidelines. It uses examples to
illustrate key principles and make
concrete recommendations on how
to deal with colleagues, business
partners, investors, competitors,
customers, and the media.

v The United Internet Group’s risk and opportunities management policy aims to preserve and enhance
the organization’s assets by exploiting opportunities and identifying and managing risks at an early stage.
By walking the talk in this way, we ensure that United Internet can do business in a controlled
organizational environment. Our policy sets out a responsible approach to dealing with the
uncertainties that are an inevitable part of doing business. This also covers recruitment, staff
development, and staff retention issues, along with dealing with environmental risks. For further
information, please see the "Risk, Opportunity and Forecast Report” in United Internet’s annual report.

In fiscal year 2023, the existing risk management processes and governance structures will be reviewed
in light of the insights gained from the current materiality analysis and will be adapted to the new
requirements where necessary. One of the goals here is to enhance the visibility of those risks in the
risk portfolio that are associated with sustainability topics and to harmonize the sustainability and risk
management processes to a greater extent. v/


https://www.united-internet.de/investor-relations/publikationen/berichte.html
https://www.united-internet.de/
https://www.united-internet.de/investor-relations/publikationen/berichte.html
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Compliance and Anti-corruption

v’ For United Internet, compliance means both observing all statutory requirements and internal
organizational guidelines, and acting in accordance with our corporate values. Its aim is therefore to
ensure that all employees act in a legally and ethically acceptable manner. For United Internet,
compliance is a precondition for doing business successfully in the long term and hence an integral part
of all Group activities.

United Internet AG’s Management Board has established a compliance management system (CMS) to
ensure that the Company’s management and employees behave in a way that complies with the rules.
The Group General Counsel, who reports regularly directly to United Internet AG’s CFO, is responsible
for the CMS. Compliance is part of our end-to-end risk management approach, which comprises the
Governance, Risk Management & Compliance (GRC), Corporate Audit, and Legal Department functions.
Pooling these functions allows a common management approach to be adopted, utilizing and linking
interfaces at content and process level. Segment compliance managers have been appointed at
segment level. At some subsidiaries local compliance managers perform their role in addition to their
other duties, while in certain operating divisions such as HR, the compliance organization is supported
by function compliance managers.

The overarching objective of our compliance activities is to prevent material compliance violations. We
achieve this by taking appropriate measures that are based on the Company’s risk position, in keeping
with our three-tier activity hierarchy - "Prevent, Detect, and Respond.” Our compliance activities focus
primarily on prevention: Transparent rules, well-informed employees, and early identification of
potential infringements are the keys to success here.

Our Code of Conduct for employees is the foundation for behaving in line with the rules. It summarizes
the main rules, explains them using examples, and gives concrete recommendations for interacting with
colleagues, customers, business partners, competitors, shareholders, public authorities, and the media.
At the same time, the Code refers to our key internal guidelines, offering employees a rapid overview.
Among other things, our Code of Conduct for employees contains rules on how to ensure fair
competition and anti-corruption. In line with our corporate value of fairness, it clearly states that we
aim to outperform our competitors fairly and honestly, and that we will not employ any unfair practices
to prevent, restrict, or distort competition. In addition, our Code of Conduct clearly sets out the
measures that we take to prevent corruption, and uses concrete examples to explain what we mean by
anti-corruption. We do not tolerate corruption, regardless of where it happens, whom it targets, or
what the reason for it is. In line with this, directly or indirectly offering or granting any form of undue
benefits (bribery), and requesting or accepting such benefits (corruption), are prohibited.

These basic rules are set out in more detail in our internal guidelines on preventing corruption and
dealing with incentives. The guidelines are supplemented by confidential personal reporting channels
and IntegrityLine, an electronic whistleblower system, which provides employees with confidential
contact points outside their immediate working environments. A thorough review of all reports received
did not reveal any incidents of corruption in the reporting period, as in the previous year.

An e-learning course on the Code of Conduct is used to familiarize employees with its content in an
interactive, easily understandable way. It is an integral part of the onboarding process for new staff. In
addition, new employees in Germany are made aware of the importance of compliance during their
“welcome day”. v

23
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v We use specific measures to benchmark whether we have achieved our compliance goals. In addition
to confirmed cases of corruption and reports of potential cases, the KPIs here include the percentages
of people participating in training and e-learning course. New hires in Germany and staff returning from
parental leave in the Consumer Access, Consumer Applications, and Business Applications segments,
plus all staff at arsys in Spain, were invited to participate in an e-learning course on the Code of
Conduct in fiscal year 2022. All in all, 1,678 employees began or have already successfully
completed the e-learning course in the reporting period; this corresponds to 84.7% of the staff groups
above v

Supply Chain Responsibility

v Supply chain responsibility is an important multiplier to ensure sustainable corporate value creation
above and beyond individual divisional boundaries, and hence to contribute to the environment and
society. Business relationships that are built around close partnerships are the basis for successful
cooperation and a resilient supply chain, something that has become even more important in light of
the new requirements set out in the German Supply Chain Due Diligence Act
(Lieferkettensorgfaltspflichtengesetz - LkSG).

As a result, United Internet aims to ensure in-depth dialog with its suppliers. Our goal is to establish a
systematic approach to taking sustainability aspects into account when selecting, assessing, developing,
and inspecting/reviewing our suppliers in the first half of 2023, and hence to continuously minimize
risks to people and the environment along the entire value chain. v/

Description of Our Supply and Value Chain

v We are an access and applications provider that supplies private customers and organizations with
internet-based applications - both as independent products in the Applications Division and in
combination with fixed network and mobile access products in the Access Division. We see it as our role
to examine our impact on the environment and society in all links in our value chain. v/

The following graphic shows a simplified overview of the United Internet Group’s supply and value chain:

Wholesale Our value added .
: services Access and applica- Distribution Use of products End of use
Raw materials ) tions (information, Sales, shipping, d . . ,
Devices/products, ST e servicing and services Disposal/recycling

network services

entertainment)
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v United Internet sources network services, domains, licenses, and ICT products such as devices and
servers from the upstream value chain. These wholesale services are in turn partly based on a
multistage upstream value chain stretching all the way back to raw materials extraction.

The wholesale services provided for the Access Division - and especially network services (mobile and
fixed network) - represent a significant component of total wholesale services. For example, the Access
Division uses its right of access to Telefénica’s mobile network, sources land line services from
wholesale service providers, and is in the process of constructing its own mobile network. Since these
wholesale services entail the use of substantial amounts of energy and resources, they must also be
examined with a view to their environmental impact.

Servers and devices such as smartphones and tablets, which we source from international
manufacturers, have an environmental impact. Especially their electronic components can be relevant
from the raw materials extraction phase onwards. A social perspective is becoming important here,
since raw materials in particular are frequently mined in countries in which the standards for working
conditions and environmental protection alike are lower than in Germany, for example. These human
rights and environmental risks will be analyzed in future as part of the risk analyses performed in
relation to suppliers, countries of origin, and product groups. v/

v The figure provides a more detailed breakdown of the
red "Our value added” link in the value chain shown

Product . : ) i .
develop- earlier. United Internet primarily adds value in the areas of

ment/ product development and enhancement, marketing, sales,
enhance- -, o .
SRR and customer care. In addition, the organization has its
own logistics capabilities. Our products and services build
Data centers on our data center and fiber-optic network operations.
Customer o
: Marketing
fiber-opt
atls n:{w(:f:klc We add most of the value we create in Germany or other

EU or OECD countries. Impacts on the environment and

society, such as the energy consumed by our data

centers, the impact of transportation and logistics, or our
Logistics S . . .

responsibility as an employer, are examined in detail in the

relevant chapters of this sustainability report. In addition,
potential human rights and environmental risks will be
assessed in future across all locations using dedicated risk analyses. v/

v United Internet also uses service providers in some parts of its sales and customer service B
operations. Downstream activities can be highly relevant, since in many cases the contracts underlying

our fee-based subscriptions (more than 27 million) and ad-financed free accounts (more than 40

million) result in long-term customer relationships. This means that the use phase for our products (e.g.,

with respect to data privacy and information security) is a material part of our business - including from

a sustainability perspective. v/



26

v Equally, environmental topics are relevant. Deliveries and journeys by our service providers use fuel
and emit greenhouse gases. In addition, disposing of or recycling retired devices and IT equipment in an
environmentally friendly manner is a relevant environmental factor, which is why we work with
specialized partners in this area. v/

Responsibility for Human Rights Due Diligence and
Environmental Due Diligence

v United Internet is aware of its responsibility for people and the environment and lives up to its social
responsibility. This applies both to its own business activities and to its supply chain. We include our
business partners when it comes to taking responsibility and make this the basis of our work together,
so as to be able to build reliable, long-term relationships and assume responsibility together. v/

m Preventive and Corrective Measures

v United Internet has already taken a number of measures in its own area of activity and in its supply
chain. In its own area of activity these include the internal Code of Conduct and the related e-learning
course. In its supply chain, the Code of Conduct for Business Partners, which was implemented in 2020,
should be mentioned; the General Terms and Conditions of Business specify that compliance with this
document is mandatory. v/

m Complaints Process

v United Internet has established confidential reporting channels to enable risks and adverse impacts
to be identified at an early stage. The organization has created confidential points of contact outside
the immediate working environments by appointing compliance managers and Vertrauenspersonen
(designated persons of trust). These personal reporting channels are supplemented by an electronic
whistleblowing system that enables whistleblowers to remain anonymous if desired. The goal of these
grievance mechanisms is to become aware of any human rights complaints at an early stage and to get
to the bottom of all complaints regarding human rights violations. The Management Board is informed at
least once a year of all activities, e.g., via the annual compliance report.

Compliance received two reports of possible violations with potentially adverse human rights impacts in
fiscal year 2022. These were both examined and the facts were established. No concrete, sufficiently
precise indications of violations with potentially adverse human rights impacts were found in either
case. v

v Our Code of Conduct for Business Partners builds on our Corporate Values to define minimum social
and environmental standards in the areas of business integrity and compliance, human rights and labor
rights, health and safety, and the environment. The Code specifies how the requirements are to be met
and presents suitable channels for reporting any indications of problems. For example, United Internet
provides employees at our business partners who want to notify it of potential violations of the law or of
the Code of Conduct for Business Partners with a confidential reporting channel. At the same time, its
business partners must ensure that employees are aware of this confidential reporting channel and that
they can use it without any fear of reprisals. v/


https://content.1und1.de/zek/Business-Partner-Code-United-Internet.pdf
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m Business Integrity and Compliance

v The Code of Conduct for Business Partners requires business partners to take appropriate measures
to comply with all applicable laws, regulations, and requirements (compliance). No undue benefits may be
requested or offered; anti-corruption laws and regulations, and competition law and antitrust regulations
must be observed; and sanctions and embargoes that have been imposed must be complied with (fair
competition). In addition, suitable technical and organizational measures must be taken to protect the
confidentiality, availability, and integrity of all information transmitted by United Internet, and in
particular of sensitive corporate data and personal data (information security and data privacy). v/

= Human Rights and Labor Rights

v With respect to human rights, the Code of Conduct for Business Partners is based on the UN Guiding
Principles on Business and Human Rights. The Code stipulates that appropriate measures must be taken
to prevent, mitigate and, if necessary, redress adverse human rights impacts, and that it also expects
business partners to do this.

In concrete terms, the Code of Conduct for Business Partners contains requirements regarding
compliance with the rules governing working times, wages, and social security benefits (wages and
working times). In addition, business partners may not use any form of forced, prison, slave, or
compulsory labor, and the use of conflict minerals must be examined and prevented, especially during
the procurement and manufacture of goods (voluntary labor). Business partners may not employ
children under the minimum age specified by the International Labour Organization (ILO) or national
legislation (no child labor). Above and beyond this, business partners must ensure that working
environments are free from psychological, physical, sexual, or verbal abuse, intimidation, threats, or
harassment, and must undertake to ensure equal opportunities in their human resources decisions.
Discrimination on the basis of nationality and national origin, ethnicity, political affiliation, gender,
religion or belief, disability, age, or sexual identity is prohibited (prohibition on discrimination). v/

m Health and Safety

v Business partners must ensure safe, healthy working environments in order to prevent accidents and
sickness. Among other things, this includes holding regular training courses and providing suitable
protective clothing. v/

= Environment

v Business partners undertake to comply with all applicable environmental legislation and to ensure the
conservation of natural resources. Business partners whose activities have significant impacts on the
environment should have effective environmental management policies in place to reduce the adverse
impacts of their products and services on the environment. v/

= Implementation

v' The Code of Conduct for Business Partners has been incorporated into the contracts entered into
with business partners by including it in our General Terms and Conditions for Procurement. v/
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In 2023, we will continue the work that we started in 2022 on the processes for establishing a due
diligence risk management system by defining workflows and responsibilities for all affected business
processes. This will enable us to discharge our responsibilities in the supply chain and comply with the
requirements of the LkSG. The work covers the following aspects in particular.

m Due Diligence Risk Management and Internal Responsibilities

United Internet will continue embedding workflows and responsibilities in the business processes
affected in the course of 2023. This includes defining new roles for monitoring due diligence risk
management and reporting to senior management, and appointing human rights coordinators in
relevant functions such as Procurement and Human Resources.

m Risk Analyses

United Internet has developed dedicated policies for analyzing human rights and environmental risks in
its own activities and in its supply chain. These risk analysis policies will be used by the functions and
organizational units affected in the first half of 2023 to analyze potential risks at their own locations and
within the supply chain. These risk analyses will be integrated in our organization and, to a certain
extent, in the systems used and will be performed annually and ad hoc going forward.

m A gquestionnaire and a related assessment policy is being developed for use in risk analyses of our
own activities and will be used to determine, weight, and prioritize risks. The individual risk
categories will be assessed for each location or location cluster by the contacts in the functions,
in line with their probability of occurrence, as determined, and their expected severity (impact,
scope, irreversibility).

m Going forward, a software solution will be used to perform risk analyses in the supply chain; this
will initially be used to assess the country and sector risks with respect to human rights,
environmental, and ethical risks. Additional product group-specific risk analyses will then be
performed that build on this initial risk analysis. A policy and a template to be used in assessing
product group risks have been developed; these take into account both external sources, such as
studies and relevant databases, and a questionnaire that is used to characterize the various
supplier markets when determining the risks involved. Specific risks are assessed in terms of both
their probability of occurrence and their expected severity (impact, scope, irreversibility). The
next step examines supplier-specific contributions to their causes and the opportunities for
influencing them.
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m Policy Statement

The Company has committed itself to observing the United Nations” Universal Declaration on Human
Rights and bases its activities on the UN Guiding Principles on Business and Human Rights. United
Internet has included principles designed to ensure respect for human rights in its Corporate Values
and Code of Conduct. This applies both to its internal Code of Conduct for employees and to its Code
of Conduct for Business Partners.

Following the entry into force of the LkSG on January 1, 2023, United Internet is now updating its Policy
Statement so as to set out its human rights strategy, its risk analysis process, potential risks, and related
measures in more detail. In addition, the internal and external Codes of Conduct will be updated and

communicated as appropriate.
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We aim to enable society
to participate in the

digitalization process, and
to ensure that this can be

done safely.

DIGITAL RESPONSIBILITY

v The “Digital Responsibility” chapter covers the material topics of data privacy, information security,
and digital participation. In addition, we report voluntarily on the topics of product safety, and on data
control and data sovereignty. These topics were not classified as material during the 2022 materiality
analysis and therefore do not form part of our nonfinancial reporting.

Digitalization is transforming both the economy and society. Countless initiatives addressing the
framework for digital transformation are currently arising at the political, civil society, and business
levels. We are convinced of the need for everyone to be able to participate in the digitalization process.
The internet and digitalization also play a key role in relation to respect for human rights. After all,
topics such as freedom of opinion and information, the protection of privacy, and the right to
participate in cultural life are now inextricably linked with the digital arena.

The Federal Office for Information Security (BSI) describes the threat from cyberspace as “higher than
ever”™. We aim to ensure we live up to our responsibility to protect customer data and to address the
process of digital transformation with all the new opportunities and risks that it offers by focusing
squarely on our digital responsibility.

This creates new challenges that the Company needs to address, especially in the areas of data
and information security. Our customers have over 27 million fee-based customer contracts and
more than 40 million ad-financed free accounts with us, and trust us with the data for these. That
is why guaranteeing strict security and systematically protecting customer data are part of our
DNA. Data privacy and information security at our Group are aligned in all cases with the current
requirements of, and strict standards applicable to, data privacy in Europe and Germany. In
addition, we aim to enable society to participate in the digitalization process, and to ensure that
this can be done safely.

In view of the importance and complexity of these topics, responsibility for them lies with the segment
management boards. The measures and systems deployed to date in the "Digital Responsibility” area
are described in more detail in the following sections. We intend to define new targets in fiscal year
2023 as part of our enhancement of our sustainability strategy, and to supplement them with relevant
measures. v’

(1) Source: BSI report, The State of IT Security in Germany 2022, October 25, 2022.
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Contribution to the SDGs

QUALITY Ensure inclusive and equitable quality education and promote lifelong learning opportunities for
EDUCATION all.
1]
INDUSTRY, INNOVATION Build resilient infrastructure, promote inclusive and sustainable industrialization and foster
AND INFRASTRUCTURE o .
innovation.
17 :’3;?:&“;3;‘2 Strengthen the means of implementation and revitalize the global partnership for sustainable

development.

&

Data Privacy

Data Privacy as a Human Right

v  The need to protect personal data and questions as to whether data processing complies with the
General Data Protection Regulation (GDPR), which came into force in 2018, have been a focus of
concern with the public at large and with internet users in particular for far longer that this year. We
aim to enable customers to decide for themselves what happens to their data, which is why protecting
personal data is both part of our DNA and a prerequisite for our business. In line with this, we explicitly
acknowledge that data privacy is an inalienable human right and have established processes designed to
ensure that data privacy rights are taken into account at all times in our day-to-day business.

Infringements of data privacy regulations can be caused by human error and technical weaknesses,
among other things. In addition to the risk of being fined, United Internet could lose its customers’
trust. The following instruments are used to combat these risks and hence to ensure data privacy at
United Internet. v/
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v Since the GDPR and the revised version of the German Data Protection Act
(Bundesdatenschutzgesetz - BDSG) came into force, companies have had to comply with stricter
requirements regarding personal data and its processing. Data privacy law is dominated by a constantly
changing mix of technological progress, new case law, and the issuance of more detailed specifications
by the supervisory authorities.

The “Schrems II” " judgment by the European Court of Justice (ECJ) led to reformulated and more
detailed requirements regarding data transfer to third countries. This was the background to the focus
in 2022 (as in the previous year) on data transfers outside Europe, which applied both to society as a
whole and to the market. Reporting on regulatory measures and court-driven developments, coupled
with the expiration of the transition period for standard data protection clauses, posed significant
challenges for the data protection community. We work every day to meet the growing demand for
European internet solutions and the responsibility for ensuring that customer data is handled securely
and sustainably.

In December 2021, the German Telecommunications Telemedia Data Protection Act
(Telekommunikation-Telemedien-Datenschutz-Gesetz - TTDSG) entered into force. Among other things,
this act makes clear that cookies can only be stored if GDPR-compliant consent has been given. Thanks
to the new provisions of the TTDSG, users of the United Internet Group's websites and web shops can
specify for themselves how cookies are to be used. A multilevel consent procedure allows them to
protect their privacy as optimally as possible by deciding for themselves the information that should be
processed. v/

v We aim to ensure compliance with data privacy requirements throughout the Group, and to embed
this in our systems, processes, and products. Our local data privacy departments work together to
ensure compliance with a uniform approach throughout the Group, plus a high level of data privacy.

The United Internet Group continued establishing organizational and operational data privacy
responsibilities in its divisions in 2022 so as to be able to meet future challenges and to design privacy-
enhancing processes in a dynamic working environment. Data privacy officers have now been appointed
in all segments and independent data privacy departments established. These take over full control of
data privacy compliance for the segments concerned, and are assisted in implementing data privacy
requirements by contacts in the relevant departments. The data privacy officers in the Group segments
and the Group Data Privacy Officer report to the segment management boards and to United Internet
AG’s CFO respectively.

In 2022, as in previous fiscal years, the work of the United Internet Group’s data privacy departments
focused on optimizing and modifying internal implementation measures arising from European and
national data privacy regulations, plus supervisory requirements. v/

(1) Judgment of the European Court of Justice of July 16, 2020, in case C-311/18 (ECLI:EU:C:2020:559). Subject matter: Transfers of personal data to
third countries for commercial purposes.
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v" We have anchored the target of ensuring compliance with data privacy requirements in the Group in
the following ways: v/

m Data privacy expertise integrated in the product development process
v The data privacy departments and data privacy coordinators serve as internal consultants for data
privacy questions that arise, for example, during product design or development (“privacy by design”
or “privacy by default”) or in relation to contractual agreements. v/

m Comprehensive, easy-to-understand rulebooks
v We help ensure compliance with data privacy requirements and best practices by providing
internal guidelines and processes that make these more understandable and more transparent. This
includes specifying the basic data privacy rules to be observed, how to use e-mail and the internet
securely, and what to do in the case of external visitors to the Company’s locations. v/

m Prevention through regular data privacy training
v We want each and every employee to help ensure that personal data is processed lawfully and in
particular that sensitive information does not fall into the wrong hands. We do this by regularly
training staff on basic data privacy requirements using face-to-face and/or e-learning formats. Since
the end of 2021, the United Internet Group has had a fully redesigned data privacy e-learning course,
replacing the e-learning course used in previous years. Advanced training events on data privacy and
data security are also held at regular intervals. For example, a regular drill-down event is held above
and beyond the entry-level and advanced training for employees and/or managers; this teaches
managers their roles and the principles behind their responsibilities as regards data privacy and data
privacy compliance. v/

m Contact with supervisory authorities
v United Internet’s data privacy departments are in regular contact with the competent data
protection supervisory authorities; this applies in particular to handling customer submissions that
have been passed on by the authorities. We also forward notifications of breaches of GDPR
requirements - of which there were 36 in 20221 2 - to the competent data
protection supervisory authorities. v/

m Complaints mechanisms for effective detection
v Customer questions and complaints about data privacy are handled by trained staff in special data
privacy teams in the Complaints Management department, who work in close cooperation with the
specialist data privacy departments for the Group companies concerned. In addition, our employees
can contact the data privacy departments in confidence at any time to discuss data privacy issues
arising in the course of their day-to-day work. v/

m Effectiveness monitored using checks
v The United Internet Group’s data privacy departments are in a position and authorized to perform
internal data privacy checks at any time. In addition, independent audit organizations are
commissioned to perform external, objective data privacy audits in order to identify internal
potential for improvement. The data privacy departments are also involved in the measures taken to
check service providers and subcontractors. v’

(1) Including Consumer Access, Business Access, Consumer Applications, and Business Applications; excluding independently managed companies.
(2) Including Consumer Access, Consumer Applications, and Business Applications; excluding independently managed companies.
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v" As part of its risk-driven audit approach, Internal Audit regularly assesses all subgroups to
determine whether the data protection requirements have been implemented appropriately and
whether the internal control system is appropriate overall. External experts are consulted as
necessary to conduct inspections and reviews under the supervision of Internal Audit. Internal Audit
then monitors the implementation of the measures derived from this. v/

m Technical safeguards enhance data privacy
v’ Customers trust us with their personal data. We protect this by constantly enhancing and
improving the security standards that we have implemented. For example, the 1&1 Service PIN was
introduced in the Consumer Access segment in December 2019. This is a personal five-digit code
that customers can access and modify independently in their 1&1 Control Center. If customers
make contact by phone, customer service staff compare three digits of the PIN as part of the
authentication procedure. The 1&1 Service PIN replaced the three-factor authentication method
previously used as the main means of authentication. Security measures such as a support PIN and
two-factor authentication are also being implemented in the Consumer Applications and Business
Applications segments, or are available to customers as an individual configuration option if
needed. v

Information Security

Expanding Internet Security

v Apart from protecting customer data, the main objective of information security is to maintain United
Internet’s ability to do business and to reduce negative impacts on its business operations.

Customer trust in the measures we take to ensure information security is the basis for them trusting us
both with personal digital information such as photos, documents, and e-mails, and with business data
(e.g., when running applications in the cloud).

The information that we have to protect comprises not only customer data but also employee and
business data. It is processed in our internal systems using business processes that are in turn part of
products. We aim to protect information against unauthorized access and misuse throughout the entire,
complex product environment. We use technical and organizational measures to actively manage
information security so as to meet our goals of confidentiality, availability, and integrity. The measures
we take to protect our product landscape against unauthorized access and misuse are derived from the
requirements of our security guidelines. Our security strategy aims to use specific security management
measures to achieve and continuously enhance our protective goals throughout the Group at an
appropriate and uniform level.

We base our activities here on internationally recognized standards. For example, our information
security management system (ISMS) is certified as complying with 1ISO 27001. Establishing and expanding
our effective, scalable security organization is particularly important here. In addition, planning and
achieving information security objectives is a key part of implementing and maintaining our ISMS. v/
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v The ISMS for the Consumer Access, Consumer Applications, and Business Applications segments is
managed by the TechOps Information Security unit in line with the business strategy for the
participating companies. Among other things, the unit is responsible for managing information security
guidelines, developing security instructions, training staff, communicating with government authorities
about security issues, and performing information security risk management. The Technical Security &
Abuse Management department provides advice in relation to security architectures and applications,
systems, and network security. This unit trains employees how to ensure secure development and
operations, performs security tests, and handles any security incidents together with the departments
concerned.

The Head of Information Security is also one of the Group’s telecommunications security officers under
the German Telecommunications Act (Telekommunikationsgesetz - TKG) and reports regularly to the
Chief Technology Officers in the relevant segments. Reporting covers the information security risk
portfolio, any relevant security incidents that have occurred, the specific measures taken, the results of
security audits, and key security trends. Security architects and experts from the TechOps Information
Security department support the Head of Information Security in designing and implementing wide-
ranging security enhancements across individual segments.

Senior management at the Business Access Segment is responsible for information security there. This
responsibility is delegated to the Head of Information Security and his team, who are therefore
responsible for implementing the security measures and managing the segment’s ISMS. The Information
Security Guidelines are the top-level policy here.

Information security there is structured using the “three lines of defense” (TLoD) model. The
Information Security Management department is an important component of this model. Among other
things, it develops and resolves guidelines and work instructions that serve as the basis for security
measures, requirements, and activities. These are then implemented by the staff responsible in the
various departments. The Head of Information Security is also the segment’s Telecommunications
Security Officer under the TKG and reports regularly to the CFO. v/

v The Federal Office for Information Security describes the threat from cyberspace as “higher than
ever” ™. United Internet uses telecommunications technology and information technology to provide
services as part of business processes whose availability could be endangered by threats from the
internet or from internal sources. In addition to availability risk, there is a risk that hack attacks could,
for example, result in customer data being read, deleted, or misused. Measured in terms of their
potential impact, potential threats from the internet represent one of the largest risk groups facing
United Internet. Vulnerabilities can have far-reaching consequences, both for United Internet’s
reputation and for customers. v/

(1) Source: BSI report, The State of IT Security in Germany 2022, October 25, 2022.
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v United Internet has taken the following technical and organizational security measures, among others,
to contain such risks. No sanctions in the form of fines were imposed on the United Internet Group in
the 2022 reporting period for security violations or other security-related incidents. v/

Technical Measures

m Secure software development
v The best approach to security is to prevent vulnerabilities from arising in the first place. All
segments use various maturity levels of the Secure Software Development Life Cycle (SSDLC), whose
methodology consistently includes security in the software development process right from the
start. Generally speaking, a number of different measures are an integral part of product
development - from threat analyses and dual-control source code reviews through automated
checks and wikis of development/security best practices, down to application penetration tests. As
the use of agile development methods and new technical platforms spreads, the SSDLC is being
continuously expanded to include secure dependency management up to and including secure
containerization. The SSDLC has also been expanded to include privacy by design requirements in a
similar manner to the security by design requirements. v/

m Global distributed DDoS$ shield
v Distributed denial of service (DDoS) attacks are concerted internet attacks originating from
multiple sources that are designed to reduce the availability of our services. We use an internally
developed global DDoS shield, which is optimized continually, to protect ourselves against these
attacks. One component of this system cleans the incoming data stream on an event-driven basis in
the event of a DDoS, only letting through legitimate customer queries. A second component acts as a
web shield at application level, protecting internet services from attack. In order to do justice to the
ever-growing responsibilities in this area, the Network department established a dedicated team of
security experts - Defense Platform Services - in 2021, with the aim of continuously improving the
DDoS mitigation platforms and maintaining a constant high security level. v/

m Systematic use of encryption - Transport Layer Security (TLS)
v We use TLS, which is also known under its former name of SSL ("Secure Socket Layer”), for
encrypted transmission of customer data. In addition, we make TLS functionality available to
customers to protect their data tra